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    Purpose:

    ------------

The purpose of this Policy is to address the provisions provided to protect the proprietary assets of the Company.
    Statement of Policy:

    -------------------------

It is the policy of the Company that the internal affairs, business plans and practices, confidential information, and trade secrets are proprietary assets of the Company that each employee is obligated to protect from unauthorized disclosure.
    Procedure:

    --------------

The Company maintains that any information, records, or material that relate to the Company operations, businesses, finances, customer lists and purchasing history, suppliers and vendor relationships and pricing, personnel, departmental activities and plans, systems and other resources, and any other deemed material as confidential and proprietary to the Company. 

Information designated as confidential is not to be discussed with anyone outside the Company unless authorized by an appropriate authority, and discussed internally only on a “need to know” basis. Employees have an obligation to avoid unnecessary disclosure of information about the Company, its businesses, personnel, customers and suppliers beyond standard business communication. 

All employees are required to sign a Non-Disclosure Agreement as a condition of employment and must maintain responsibility to safeguard Company information against unauthorized exposure. Employees are prohibited from seeking or obtaining Company proprietary information that is beyond the scope of their duties or authorization. 

Department managers are responsible for designating information that should be considered confidential or limited access and developing protective procedures in conjunction with Human Resources. Confidential information should be clearly designated as such, stored with the proper level of security, password-protected, and access monitoring.   

Employees are prohibited from sharing proprietary information to anyone outside the Company until such information has been made public by the appropriate authority. Sharing unauthorized Company proprietary information in violation of this Policy can lead to criminal charges. 

Failure to adhere to the Company policy on Confidentiality will be subject to disciplinary action up to and including termination, and possible criminal charges.
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